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Introduction

This document enumerates the requirements that must be met in order for mobile phones to be compatible with Android 2.2

The use of must meet not required shall shall not should should not reccmmended may and optional is per the IETE atandard

detined in ItFC2I IS

As used in this docement device implemented or implementer is person or organization developing hardware/software solution renning

Android 2.2 device implementation or implementation is the hordmare/aoftware solution so developed

To be considered compatible with Android 2.2 device implementations

MUST meet the requirements presented in this Compatibility Definition including any documents incorporated via reference

MUST pass the most recent version of the Android Compatibility Test Suite CTS available at the time of the device implementations software is

completed The CTS is aveilable as pad o/tbe Android Open Source Project The CTS tests many but not all of the components

outlined in this document

Whore this definition or the CTS is silent awbigueea or incomplete it is the respenaibility of the device implemester to ensure compatibility with

existing implementations For this reason the Android Open Source Project is both the reference and preferred implementation at

Android Device implementera are strongly encouraged to base their implementations on the upstream source code available from the Android Open

Source Project While some components can hypothetically be replaced with alternate implementationa this practice is strongly discouraged as

passing the CTS tests will become substantially more difficult It lathe implernenters responsibility to ensure tell behavioral compatibility with the

standard Android implementation including and beyond the Compatibility Test Suite Finally note that certain component substitutions and

modifications are explicitly forbidden by this dccoment

Resources

IFTF RFC2IIS Requirement Levels fl__www.i oft or./rfr frfr 3119.txt

Android Compatibility Program Overview

Android Open Source Project flscurcean.rcidccm

API definitions and documentation jflj/dcvclc craccidccrnrcfc p_g_rcr cc acka c.chtml

Android Fermiasions reference

android.os.Build reference ftdavelccrandrkjdccmtercnceaadr9idofBaildktml

Android 2.2 allowed version strings

android.mebkit.Webview class

HTMLS

10 Dalvik Virtual Machine specification available in the Android source cods at dalvik/docs

II AppWidgeta

12 Notifications bflpUdcvclcnLci.dr9idccmjJdctciccuinctitckjcctiticaticcchml

13 Application Resources ttticcdc.cclaccmacdfcidretctnceavcilablecccutccchtrn

14 SLatus Bar icon style guide

IS Search Manager 3fdevelcer.acdrcid.ccmfffterenceandrcidaSearchManacathtcrl

16 Toasts

17 Live Wallpapers

IS Apps for Android jccdajcclcccmcccjcacdrcid

19 Relerenoe tool documentation tor adb aapt ddma jflJdeyUlca/acdr.cidccmqcldedavciclnkjtcclcladaxJ1tia.l

20 Android apk tile description

21 Manifest tiles htfplld tke cttc
or

t..r ./q v.c ..a tip c.ti fa nile tt te t.il
rfr

ilt
ml

22 Monkey testing tool fldcvalccrandrcidccmcaidedavelain3cclcmackcvhtml

23 Android Hardware Features List aeteat ailPa ckc aMecc erditmi

24 Supporting Multiple Screens pdevelc..aracdraidcamrcida.racticacpacaaup.ckJ.tml

25 android.oontent.rea.Configoration
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26 sndroid.util.DisplayMetrics

27 androidherdwaru.Camera

26 Sensor ccordinate space

29 Android Security end Permissions reference

3D Bluatooth API

Many ot these resources are derived directly or indirectly from the Android 2.2 50K and will be fsnctionally identical to the information in that SDKs

documentation In any cases where this Compatibility Definition or the Compat bility Teat Suite disagrees with the SDK documentat on the 50K

documentation is coraidered authoritatve Any technical details provided in the references included above are considered by inclusion to be part ot this

Compatibility Definifion

Software

The Android platform includes set of managed APIs set of native APIs and body of so-called soft APIs such as the Intent system and

web-application APIs This section details the hsrd and soft APIs that are integrsl to compatibility as well us ceftain other relevant technical end user

interface behaviors Devicn implementations MUST comply with all thn requirements in this section

3.1 Managed API Compatibility

The managod Dalvik-basnd execution environment is the primary vehicle for Android applications The Android application programming interface

API is the set of Android platform interfaces exposed to applications running in the managed VM environment Dev cc implementatians MUST provide

complete implementations including eli documented behaviors of any documented API exposed by the Android 2.2 SDK

Device implementations MUST NOT omit any managed APIs alter API ntorfsces or signatures deviate from the documented behavior or include

no-ops except where specifically allowed by this Compatibility Definition

3.2 Soft API Compatibility

In addition to the managed APIs from Section 3.1 Android also includes significant runtime-only soft API in the form of such things such as Intents

permissions ond similar aspects of Android opplicat one thet cannot be enforced at application compile time This section details the soft APIs end

system behaviors required for compatibility with Android 2.2 Device implementations MUST meet all the requ rements presented in this section

3.2.1 Permissions

Device implementera MUST support and enforce all permission constants ae documented by the Permission reference page Note that

Section ID lists additional requirements related to the Android security model

3.2.2 Build Parameters

The Android APIs include number of constasts on the android .os euild class that are intended to describe the current device To

prey da consistent meaningful values across device implementet ons the table below includes additional restrictions on the formats of these values to

which device implementations MUST conform

Parameter Comments

he voruicn at the currently-executing Anuroid system in

undro d.us.Ruild.VERSION.RELEASE humun-readeble format This field MUST huve one of the string values

defined in

The version of the currently-executing Android system in format

andro d.os.Build.VERSION.SDK accessible to third-party application code For Android 2.2 this field

MUST have the integer value
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value chosen by the devce implernenter designating the specitic

build ot the currently-executing Android system in human-readable

format This vulue MUST NOT be re-used tor different builds made

undro d.os.Build.VERSION.INCREMENTAL available to end users typical use this tield is to indicate wh ch

build number or source-control change identitier was used to generate

the build There ure no requirements on the spocitic tormat ottbis ticld

exonpt that it MUST NOT be null or the empty string

vslue chosen by the devce implenrenter identitying the specitic

internal hardware used by the device in bumsn-readsble format

sndro d.os.Build.BOARD possible use ot this field is to indicate the speoitic revision ot the board

powering the device There are no requirements on the specific tormst

ot this tield except that it MUST NOT be null or the empty dr ng

value chosen by the devce implenrenter identitying the nsme ot the

compsny organization individual etc who produced the device in

human-resdable formst paxaible use ot this tield is to md cate the

sndrod.os.Build.BRAND
OEM end/or carrier who sold the device There are no requirements nn

the spec tic tcrmat ot this tield except that it MUST NOT be null or the

empty atring

value chosen by the devce implernenter identitying the epecitic

ccntiguration or revision ct the body sometimes called nduetrial

endro d.oa.Suild.DEVICE design ot the device There are no requirements on the apecitic

forrnet ot this tield except that it MUST NOT be null or the empty string

endrod.oe.Build.FINGERPRINT rpL

STbr5 bc
string that uniquely identitiea the hoat the build was built on in

human readable tcrmat There are no requirements on the specitic

andro d.oe.Suild.HOST
format ot this tield except that it MUST NOT be null or the empty string

An identifier chosen by the device implemnnter to reter to specific

release in human readable tormat This tield can be the same as

android.oa.Build.VERSION.INCREMENTAL but SHOULD be value

androd.oa.Build.ID

auffic ently meeningtul for end users to distinguish between aoftware

builds There are no requirenienta on tha apeuitiu torniat of this field

except that it MUST NOT be null or the empty atring

value chosen by the devce implementer containing the name at the

device ax known to the end user This SHOULD be the same name

andro d.os.Build.MODEL under which the device is marketed and sold to end users There are

no requirements on the xpeoit tormat of this field except that it MUST

NOT be null or the empty string

value chosen by the devce implementer containing
the development

name or code name ot the device MUST be human-readable but ix

andro d.os.Ruild.PPIODUOT not necessarily intunded tor view by end users There aru no

requirements on the epecitic tormat ot this tield except that it MUST

NOT be nail or the empty string

comma-separated list ot tags chosen by the device implewenter that

further distinguish the build For example unsignnddebug This field

andro d.oa.Build.TAOS
MUST NOT be null or the empty string but single tag such as

release is tine

andro d.os.Build.TIME value representing the timestamp of when the build occurred

value chosen the devce implementer xpeoitying the runtime

configuration of the build This eld SHOULD have one at the values
andro d.os.Build.TYPE

corresponding to the three typical Android runtime configurations

user userdebug oreng

name or usei ID of the user or automaed user1 that generated the

undro d.ox.Build.USER build There are no requirements on the speoitic tormat ot this tield

except that it MUST NOT be null or the empty string
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3.2.3 Intent Compatibility

Androd uses Intents to achieve loosely-coupled integration between applications This section describes requirements related to the Intent oatterns

that MUST be honored by device implementations By honored it is meant that the device implementer MUST provide an Android Activity or Service

that specifies matching Intent filter and binds to and implements correct behsvor for each specitied Intent pattern

3.2.3.1 Core Application Intents

The Android upstream project detines number of core applications such as phone dialer calendar contacts book music player and soon Device

implementers MAY replace these applications with alternative versions

however any sach alternative versions MUST honor the same Intent
patterns provided by the upstream project For example if device contains an

alternative music player it must still honor the Intent pattern issued by third-party applications to pick song

The following applications are considered core Android system applications

Doak Clock

Browser

Calendar

Calculator

Camera

Contacts

Email

Cellery

ClobalSearch

Laanoher

LivePicker jthat is the Live Wallpaper picker application
MAY be omitted if the device does not support Lice Wallpapers per Section 3.8.5

Messaging AKA Mmsj

Musc

Phone

Settings

SoundRecorder

The core Android system applications include various Activity or Service components that are considered public That is the attribete

android exported may be absent or may have the value true

For every Aotivity or Service detined in one of the core Android system appa that is not marked as non-public via an android exported attribute with the

value false device implementations MUST include compontent of the same type implementing the same Intent filter patterns as the core Android

system app

In other words device implementation MAY replace oore Android system apps however if it does the device implementation MUST supporl all

Intent patterns defined by each core Android system app being replaced

3.2.3.2 Intent Overridea

As Androd is an extensible platform device implementers MUST allow each Intent pattern referenced in Section 3.2.3.1 to be overridden by third-party

applications The upstream Android open source project allows this by defaut device implementers MUST NOT attach special prvileges to system

applications use of those Intent patterns or prevent third-party applications from binding to end assuming control of those paUorns This prohibition

specifically includes but is not limited to disabling the Chooser user interface which allows the user to select between multiple applications which all

handle the same Intent pattern

3.2.3.3 Intent Namespaces

Device implementers MUST NOT include any Android component that honors any new Intent or Broadcast Intent patterns asing an ACTION

CATEGORY or other key string in the android nawespace Device implementers MUST NOT include any Android components that honor any new

Intent or Broadcast Intent patterns usng an ACTION CATEGORY or other key string in pscksge space belonging to another organization Device

implementers MUST NOT alter or extend any of the Intent putterna used by the core uppa listed in Section 3.2.3.t
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This prohibition is analogous to that specifed tor Jsva language classes in Section 3.6

3.2.3.4 Broadcast Intents

Third-party applications rely on the plattorm to broadcast certain Intents to notify them ot changes in the hardware or software environment

Android-compatible devices MUST broadcast the public broadcast Intents in response to appropriate system events Broadcast Intents are described in

the SDK documentation

3.3 Native API Compatibility

Managed code running in Dalvik can call into native code provided in the application .apk tile as an ELF so file compiled for the appropriste device

hardware architecture Device implementations MUST include support tor code running in the managed environment to call into native code using the

standard Java Native Intertace JNI semantics The following APIs MUST be available to native code

libc librery

libm math library

JNI interface

liba ZIib compression

liblog Android logging

Minimal support for

Support tor OpenSL as described below

Device implementations MUST support OpenGL ES 1.0 Devices that lack hardware acceleration MUST implement OpenOL ES 1.0 using software

renderer Device implementations SHOULD implement as much of OpenEL ES 1.1 as the device hardware supports Device implementations

SHOULD provide an implementation for OpenGL ES 2.0 if the hardware is capable of reasonable performance on those APIs

These libraries MUST be seurce-compatible i.e header cempatible end binary-compatible tor given processor architecture with the versions

provided in Bionic by the Android Open Source project Since the Bionic implementations are not tally compatible with other implementations such as

the GNU library device implementers SHOULD use the Android implementation If device implementere use different implementation of these

libraries they MUST ensure heeder binery end behavioral compatibility

Device implementations MUST accurately report
the native Application Binary Interface ABI supported by the device via the

android oa Ooild cPu_Aol API The ABI MUST be one of the entries documented in the latest version of the Android NDK in the tile

dooelcetlAscttAsIa .txt Note that additional releases of the Android NDK may introduce
support

for edditional ABle

Native code compatibility is challenging For this reason it should be repeated that device implementers are VERY strongly encouraged to use the

upstream implementations of the libraries listed above to help ensure compatibility

3.4 Web Compatibility

Many developers and applications rely on the behavior of the android .webkit .WebView clasu It for their user interlaces ao the

WebView implementation must be compatible across Android implementations Similarly full web experience is central to the Android user

experience Device implementations MUST include version of android.webkit.tsabViav consistent with the upstream Android software and

MUST include modern HTMLS-capuble browser as described below

3.4.1 Web View Compatibility

The Android Open Source implementation uses the WabKit rendering engine to implement the android .wobkit .Wabview Because is not feasible

to develop comprehensive test suite for web rendering system device implernentars MUST usa the specific upstream build of WebKit in the

WebView implementation Spacificully

Device implementations androithwebkitwebView implementations MUST be based on the S33.t WsbKit build from the upstream Android

Open Source tree for Android 2.2 This build includes specific set of functionality and security fixes for the WebView Device implementers MAY

include custumizations to the WebKit implementation however any such customizations MUST NOT alter the behavior of the WebView includieg

rendering behavior

The user agent string reported by the WebView MUST be in this tormst

Stocills/5.g Linux Android $IV5RSIONI $LocALs $t400sL soildj$fBUILc ApplewebKit/533.L ftHTML like
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Gecko Version/4.O Mobile Safani/533.1

The value of the $VERSION string MUST be the same as the value for android .oe auild VERSIOM RELEASE

The value of the $LOCALE string SHOULD follow the ISO conventions for country code and language and SHOULD refer to the current

configured locale of the device

The value of the $MODEL string MUST be the same as the value for android-os soild MOOEL

Tha value of the $BUILD string MUST be tim same as the vales for android-os solid TO

The WebView configuration MUST include support for the HTMLS dstsbese application cache and geolocation APIs tt The WebView

MUST inclede support for the HTMLS videos tag HTMLS APIs like all JavaScript APIs MUSI be disabled by default in WebView unless the

developer explcitly en shIes them via the useal Android APIs

3.4.2 Browser GompatlblHtv

Device implementations MUST include standalone Browser application for general user web browsing The standalone Browser MAY be based on an

browser technology other than WubKt However uvun if an alternate Browser application is shipped the android webkit Mebview component

provided to third-party applications MUST be bssed on WebKit as described in Section 3.4.1

Implementations MAY ship custom user agent string in the standalone Browser application

The standalonn Browser application whether based on the upatream WobKit Browaer application or thid-party replacemont SHOULD include

support for as much of HTMLS as possible Minimally device implementations MUST support HTMLS guolocation application cache

and database APIs and the wvideo tag in standalone the Browser applicahon

3.5 API Behavioral Compatibility

The behaviors of each of the API types managed soft native and web must ba consistent with the preterrad implementation of the upstream Android

open-source project Some specific areas of compatibility are

Devices MUST NOT change the behavior or meaning of standard Intent

Devices MUST NOT alter the lifecyclu or lifecycle semantics of particular type of system component such as Sen/ice Activity ContentProvidar

etc

Devicea MUST NOT change the aomantica of particular permission

The above list is not comprehensive and the onus is on device implementers to ensure behavioral compstibility For this reason device implementsrs

SHOULD use the source code available via the Android Open Source Project where possible rather than re-implement significant parts of the system

The Compatibility Test Suite CTS tests significant portions of the platform for behavioral compatibility but not all It is the responsibility of the

implementer to ensure behavioral compatibility with the Android Open Source Project

3.6 API Namespaces

Androd follows the package and class namespacs conventions defined by the Java programming language To ensure compatibility with third-party

applications device implementers MUST NOT make any prohibited modifications see below to these package namespacss

jsva

javas.4

sun

android

com.android

Prohibitad modifications include

Device implementations MUST NOT modify the publicly exposed APIs on the Android platform by changing any method or class signatures or by

removing classes or class fields

Device implemantars MAY modify the underlying implementation of the APIs but such modifications MUSI NOT impact the atated bahavior and

Java-language signature of any publicly exposed APIs

Oracle Amerjca Google 31 O-cv-03561 -WHA GOOGLE-002961 63



Device irrrplementers MUST NOT add any publicly exposed elements such as classes or interfaces or fields or methods to existing classes or

interfaces to the APIs above

publicly exposed element is any construct which is not decorated with the Thbide marker in the upstream Android source code In other words

device implementers MUST NOT expose new APIs or alter existing APIs in the nsmespsces noted sbove Device implementers MAY make

internal-only modifications but those modifications MUST NOT be advertised or otherwise exposed to developers

Device implementers MAY add custom APIs but any such APIs MUST NOT be in namespace owned by or referring to another organization For

instance device implementers MUST NOT add APIs to the com.google or similar nsmespace only Google may do so Similarly Google MUST NOT

add APIs to other companies namespsces

If device implementer proposes to improve one cf the package nsmespsces above such as by adding useful new functionality to an existing API or

adding new API the implementer SHOULD visit source.sndroid.com and begin the process for contributing changes end code according to the

information on that site

Note that the restrictions above correspond to standard convenhons for naming APIs in the Java prcgramming language this section simply aims tc

reinforce those ccnventions and make them binding through inclusion in this compatibility definition

3.7 Virtual Machine Compatibility

Device implementations MUST support the full Dalvik Fxecutable DFX bytecode specificaticn and Dalvik Virtual Machine semantics It

Device implementations with screens classified as medium- or low-density MUST configure Dalvik to allocate at least 16MB of memory to each

application Device implementations with screens classified as high-density MUST configure Dalvik to allocate at least 24MB of memory to each

application Note that device implementations MAY allocate more memory then these figures

3.8 User Interface Compatibility

The Android platform includes some developer APIs that allow developers to hook into the system user interface Device implementations MUST

incorporate these standard UI APIs into custom user intertsces they develop as explained belcw

3.8.1 Widgets

Android defines component type and corresponding API end lifecycle that allows applications to expose an AppWidget to the end user

jjJ The Android Open Source reference releese includes Launcher application that includes user interface elements showing the user to add view

and rewove AppWidgets from the home screen

Device implementers MAY substituts an alternative to thu reference Launcher i.e home screen Alternative Launchers SHOULD include built-in

support for AppWidgets and expose user interface elements to add configure view and remove AppWidgets directly within the Launcher Alternstive

Launchers MAY emit these user interface elements however if they are omitted the device implementer MUST provide separate application

accessible from the Launcher thst allows users to add configure view and remove AppWidgeta

3.8.2 Notifications

Android includes APIs that allow developers to notify users of notable events 12 Device implementers MUST provide support for each

class of notification so defined specifically sounds vibration light and status bar

Additionally the implementation MUST correctly render all resources icons sound files etc provided for in the APIs uQurucut3 or in the Status

Bar icon style guide Device implementers MAY provide an alternative user experience for notifications then that provided by the

reference Android Open Source implementation however such alternative notifcstion systems MUST support exsting notification resources as

above

3.8.3 Search

Android includes APIs tuurjtuI5 that allow developers to incorporste search into their spplications and expose their applications date into the

global system search Generally speaking this funchonahity consists of single system-wide user interface that allows users to enter queries displays

suggestions as users typu end displays results The Android APIs show developers to reuse this intadsce to provide search within their own apps end

allow developers to supply results to the common global search user interface
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Device implementations MUST include single shared system-wide search user ieterface capable ot real-time suggestions ie response to user input

Device implementations MUST implement the APIs that allow developers to reuse this user intertace to provide search within their own applications

Device implumontations MUST implement the APIs that allow third-party applications to add suggestions to the search box when is run in global

search mode If no third-psrty applications are installod that make use of this functionality the detsult behavior SHOULD be to display web search

engine results and ssggestions

Device implementations MAY ship alternate searsh user interfaces but gHOULD inslude hard or soH dedicated search bsttcn that can be used at

any time within any app to invoke the search trumework with the behavior provided for in the API docsmsetuticn

3.8.4 Toasts

Applications can use the Toast API defined in to display short non-medal strings to the end user that disappear after brief period

of time Device implementations MUST display Toasts from applications to end users ie some high-visibility manner

3.8.5 Live Wsllpapers

Android defines component type
and corresponding API and lifecycle that allows applications to espose one or more Live Wallpapers to the end

user Live Wallpapers are animations patterns or similar images with limfed input capabilities that display usa wallpaper behind

other applications

Hardware ia considared capable of reliably running live wallpapers if it can run all live wailpapera with no limitations on functionality at reasonable

frsmerate with no adverse affects on other applications If limitations in the hardware cause wallpapers and/or upplicuticns to crash malfunction

consuwe excessive CPU or buttery power or run at unacceptably low frame rates the hardware is considered incapable of running live wallpaper As

sn exsmple some live wsllpspers may use an Open t3L 1.0 or 2.0 context to render their content Live wallpaper will not run reliably on hardware that

does net support mutiple OpenOL contexts because the live wallpaper use of an Opent3L context may conflict with other applications that also eas an

Openf3L context

Device implementations capable cf running live wallpapers reliably as described above SHOULD implement live wallpapers Device implementations

determined tc not rue live wallpapers reliably as described above MUST NOT implement live wallpapers

Reference Software Compatibility

Device implementere MUST teat implementation compatibility ueing the following open-source applications

Calculator included in SDK

Lunar Lander includnd in SDK

The Appe for Android applications

Peplica Island available in Android Market only required for device implementations that
support

with OpenGL ES 2.0

Each app above MUST lasnch and behave correctly on the implementation for the implementation to be considered compatible

Additionally device implementations MUST teat each mane item including all sub-menus of each of these smoke-test applications

ApiDemos included in SDK

MansaiSmokeTeete included in CTS

Each teat case in the applications above MUST run correctly en the device implementation

Application Packaging Compatibility

Device implementations MUST inetsil and run Android .spk files as generated by the sspt tool included in the official Android SDK

Devices implementations MUST NOT extend either the .spk gLrmeaL2O Android Manifest 2t or Dslvik bytecode

formete in such sway that would prevent thoee filee from metalling and running correctly on other compatible devices Device implementere SHOULD

uee the reference upetream implementation of ttalvik and the reference implementations package management eyetem

ID
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Multimedia Compatibility

Device implementations MUST fully implement all multimedia APIs Device implementations MUST include support for all multimedia codecs described

below and SHOULD meet the sound processing guidelines described below

6.1 Media Codecs

Device implementations MUST support the following multimedia codece All of these codecs are provided as software implementations in the preferred

Android implementation trom the Android Open Source Project

Please note that neither Google nor the Open Handset Alliance make any representation that these codeca are unencumbered by third-party patenta

Those intending to use this source code in hardware or software products are advised that implumentatiorrs of this code includiirg in open source

aoftmare or shareware may require patent licensee trom the relevant patent holders

limit of hardware

JPEG IC badeprogrehaide

Image GIF

PNG

AMP

H.263 3GPP.Sgphlea

3UPP .3gp and
Video H.264

MPEG-4 .mp4t files

MPEG4 Simple
3GPP .3gp file

Profile

II

Name Encoder Decoder Details

File/Container

Format

Audio

Mono/Stereo
AAC LCtLTP

content in any
3GPP.3gpand

combination of

HE-AAOvt AAO MPEG-4 .mp4
standard bit rates up

.m4a No support
to tED kbpa and

HE-AAOv2 for mw AAO .aac
sampling rates

enhanced AAC
between to 48kHz

4.75 to 2.2 kbps
AMA-NB 3OPP .Sgp

sampled 8kHz

gratehfrOmS.60

AMA-WA kbit/s to 23.85 kbit/s 3GPP .3gp

sampled 15kHz

Mono/Stereo

8-320Kbps constant
MP3 MP3 .mps

CAR or variable

bit-rate VAR
MIDITyphUandI

DLS Version and TypeD and mid

XMF and Mobile .xmf .mxmf Alno

MIDI XMF Support for RTTTL/PTX rtttl

ringtone formats .rtx OTA .ota and

RT1TL/RTX OTA iMelody .imy

and iMalody

ugg voroia ugg .cgg

8- end 16-bit linear

PCM PCM rates up to WAVE way
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Note that the table above does not hat specific bitrate requirements for moat video codecs The reason for this is that in practice current device

hardware does not necesearily support bitratee that map exactly to the required bitratee specified by the relevant etandarde IncIsed device

implementations SHOULD
support

the highest bitrate prectical on the hardware up to the limits defined by the specifications

6.2 Audio Recording

When an epplicatiori has used the endroid.eedie.Audioencord API to start recording an eudio atreem device implementations SHOULD sample

end record audio with each of these behaviors

Noise reduction processing if present SHOULD be disabled

Automatic gain control if present SHOULD be disabled

The device SHOULD exhibit approximately flat amplitude versus frequency characteristics specifically 3dB from IOU Hz to 4000 Hz

Audio input sensitivity SHOULD be set such that a90 dB aoued power level SPL source at 1000 Hz yields AMS of 5000 for 16-bit sarnplea

PCM amplitude levels SHOULD linearly track input SPL changes over at least 30dB range from -18 dB to 12 dB re go dE SPL at the

microphone

Total harmonic distortion SHOULD be less than 1% from IOU Hz to 4000 Hz at DOdD SPL input level

Note while the requirements outlined above are stated as SHOULD for Android 2.2 the Compatibility Definition for future version is planned to

change these to MUST That is these requirements are optional in Android 2.2 but will be required bye future version Existing and new devices

thet run Android 2.2 Android are very strongly encouraged to meet these requirements in Android 2.2 or they will not be able to attain Android

compatibility when upgraded to the future version

6.3 Audio Latency

Audio latency is broadly defined as the interval between when an application requests an audio playback or record operation and when the device

implementation actually begine the operation Many classes of applicetiuna rely on churl lefencies to achieve reel-time effecfa such suund effecte ur

VOIP communication Device implementations SHOULD meet all audio latency requirements outlined in this section

For the purposes of this section

cold output latency is defined to be the interval between when an application requests audio playback and when sound begins playing when the

audio system has been idle and powered down prior to the request

warm output latency is defined to be the interval between when en application requests audio playback and when sound begins playing when the

audio system has been recently used but is currently idle that is silent

continuous output latency is defined to be the interval between when an application issues sample to be played and when the speaker physically

plays the corresponding aound while the device is currently playing back audio

cold input latency is defined to be the interval between when an application requests audio recording and when the first sample is delivered to the

application via its callback when the uudic system and microphone has been idle and powered down prior to the request

continuous input latency is defined to be when an ambient acend occurs and when the sample corrnapanding ta that sound is delivered to

recording application via its callback while the device is in recording mode

Using the above definitions device implementations SHOULD exhibit each of these properties

cold output latency of 100 milliseconds or less

warm output latency of 10 milliseconds or less

continuous output latency of 45 milliseconds or less

cold input latency of 100 milliseconds or less

continuous input latency of 50 milliseconds or less

Note while the requirements outlined above are stated as SHOULD for Android 2.2 the Compatibility Definition for future version is planned to

change these tu MUST That is these requirements aru optional in Android 2.2 but will be required by future version Existing and new devices

that run Android 2.2 Android are very strongly encouraged to meet these requirements in Android 2.2 or they will not be able to attain Android

compatibility when upgraded to the future version
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Developer Tool Compatibility

Device implementations MUST support the Android Developer Tools provided in the Android SDK Speciticaty Android-compatible devices MUST be

compatible with

Android Debug Bridge known as adb

Device implementations MUST support eli edb tenctions as documented the Android SDK The device-side edb deemon SHOULD be inective

by deteult but there MUST bee user-ecceseible mechenism to turn on the Android Debeg Bridge

Dalvik Debug Monitor Service known as ddms

Device implementations MUST support et ddrne teetores es documented in the Android SDK As ddme oses edh support for ddms SHOULD be

inactive by default but MUST be supporled whenever the eser has ectiveted the Android Debug Bridge es above

Monkey _Jcurces 22

Device implementations MUST include the Monkey framework and make it available for apptcetions to use

Hardware Compatibility

Android is intended to support device implementere creating innovative form factors end configurations At the same time Android developers expect

certain herdwere sensors end APIs across eli Android device This section lists the hardware festures thet eli Androd 2.2 compatible devices must

sepport

It device includes particuler hardware component that has corresponding API tor third-party developers the device implementation MUST

implement that API as detined in the Android SDK documentation It en API in the SDK interacts with hardware component that is stated to be

optionel end the device implementetion does not possess that component

class detinitions tor the components APIs MJST be present

the APIs behevors MUST be implemented us no-ops in come reasonable fashion

API methods MUST return nell values where permitted by the SDKdocernentetion

API methods MUST return no-op implementations of classes where null valnes are not permitted by the SDK documentation

typical example ot scenario where these requirements apply is the telephony API even on non-phone devices these APIs must be implemented as

ressonable no-ops

Device implementations MUST accurately report accurate hsrdwsre configuration information vie the getSyatemAvai.ableFeatures ft end

hasSysteeFeatorefStringt methodson the android.content.prn.Packageeanager class ftjpjoces.22

8.1 Display

Android 2.2 includes facilities that perform certain automatic scsling end transformation operations under some circumstances to ensure that

third-party applications run reasonably well on variety of hardware contigeratons tEbsou.rces 24 Devices MUST properly implement these

behaviors as detailed in this section

For Android 2.2 these are the most common display contigurations

Diagonal Length Screen Density
Screen Type Width Pixels Height Pixels Screen Size Group

Rsnge inchss Group

OVGA 240 320 2.6- 3.0 Small Low

WGVtSA 240 400 3.2- 3.5 Normal Low

FWOVGA 240 432 3.5-3.8 Normal Low

HVGA 320 480 3.0-3.6 NdrmaI Medium

WVGA 480 800 3.3- 4.0 Normsl High

i-WVUA 480 854 3.5- 4.0 Normai High

WVGA 480 800 4.8 5.5 Large Medium

FWVGA 480 654 5.0- 5.8 Large Medium
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Device implementations corresponding to one of the stsndard configurations above MUST be configured to
report

the indicated screen size to

applications via the android content roe Configuration class

Some .apk packages have manifests that do not identify them as supporting spec tic density range When running such applications the following

constrsints apply

Device implementations MUST interpret resources in .apk that lack density qualifier as defaulting to medium known as mdpi in the SDK

documentation

When operating on low dsnsity scrsen devics impismentations MUST scale down medium/rndpi assets by factor of 0.75

When operating on high density screen device implsmsntations MUST scale up msdium/mdpi asssts by factor of .d

Device implementations MUST NOT scale assets within dens ty range and MUST acalo assets by exactly these factors between density ranges

8.1.2 Non-Standard Display Configurations

Display configurations that do net match one of the standard configurations listed Section 8.1.1 rsqufre additional consideration and work to be

compatible Device implsmsntsrs MUST contact Android Compatibility Team as described in Section IS to obtain classifications for screen-size bucket

density and scaling factor When provided with this nformation device mplsmsntations MUST implement them as specified

Note that some display configurations such as very large or vary small screens and some aspect rat os are undamontally incompatible with Android

2.2 therefore device implementers are encouraged to contact Andrud Compatibility Team as early as possible in the development process

8.1.3 Display Metrics

Device implementations MUST repurt correct valaeafur all display metrics detlned in android util Diaplaymetrioa

8.1.4 Declared Screen Support

Applications may indicate which screen si2es they support
via the aupportasoreana attribate in the AndroidManifest.xml file Device

implementations MUST correctly honor applications stated support for small medium and large screens as deacdbed in the Android SDK

documentation

8.2 Keyboard

Device implementations

MUST include support for the Input Management Framework which allows third party develupere to create Input Management Engines --i.e soft

keyboard as detailed at developer.android.com

MUST provide at least one soft keyboard implementation regardless of whether hard keyboard is present

MAY inolede additional soft keyboard implementations

MAY inclede hardware keyboard

MUST NOT include hardware keyboard that does not match one of the formats specified in

android.ccnteot.rea .configcratinn.keyboard that in OWERTY or 12-key

8.3 Non-touch Navigation

Device implementations

MAY omit non-touch navigation cptons that may omit traokball d-pad or wheel

MUST report the correct value fur android.content rca Conf iguration navigation

8.4 Screen Orientation

Compatible devices MUST
support dynamic orientation by applications to either portrait or landacape screen orientation That in the device moat

respect
the applications request

for apecifo noreen orientation Device implementationa MAY select either portrait or landscape orientation an the

default
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Devices MUST report
the correct value tor the devices current orientation whenever queried via the android.content.res.Gonfiguration.orientation

android.view.DieplaygetOrientation or other APIs

8.5 Touchscreen in put

Device implementations

MUST have touchscreen

MAY have either capacative or resistive toucbscreen

MUST report the value ot android content ree configuration 25 reflecting corresponding to the type of the specific

touchecreen on the device

SHOULD support fully independently tracked pointers if the touchscreen supports multiple pointers

8.6 USB

Device implementations

MUST implomont USD client connectable to USB host with standard USB-A port

MUST implement the Android Debug Bridge over USB as described in Section

MUST implement the USB muss storage specification to allow host connected to the device to access the contents of the /sdcard volume

SHOULD use the micro USB form factor on the device side

MAY include non-standard port on the device side but it so MUST ship with cable capable of connecting the custom pinout to standard USB-A

port

SHOULD implement support for the USE Mess Storage specification so that either removable or fixed storage on the device can be accessed from

host PC

8.7 Navigation keys

The Home Menu and Back functions are essential to the Android navigation paradigm Device implementations MUST make these functions available

to the user at all times regardless of eppliceticn state These functions SHOULD be implemented vie dedicated buttons They MAY be implemented

using aoftware gestures touch panel etc bet if so they MUST be always accessible and not obscure or interfere with the available application display

ares

Device implementers SHOULD also provide dedicated search key Device implementers MAY also provide send and end keys tar phone calls

8.8 Wireless Data Networking

Device implementations MUST include support for wireless high-speed data networking Specifically device implementations MUST include support for

st least one wireless data standard capable of 200Kbitfaec or greater Examplea of technologies thst satisfy this requirement include EDGE HSPA

EV-DO 802.1 tg etc

If device implementation includes particular mcdality for which the Android SDK includes an API that is WiFi GSM or CDMA the implementstion

MUST support the API

Devices MAY implemenf more than one form of wireless data connectivity Devices MAY implement wired data connectivity such as Ethernet but

MUST nonetheless include at least one form of wireless connectivity us above

8.9 Camera

Device implementations MUST include rear-tecing cemere The included rear-facing camera

MUST have resolution cf et least megapixels

SHOULD have either hardware auto-focus or software auto-focus implemented in the camera driver transparent to application software
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MAY have fixed-focus or EDOF extended depth of field hardware

MAY include flesh If the Camera includes flesh the flesh lamp MUST NOT be lit while an endruid.herdware.Camere.PreviewCellbeck instance

has been registered on Camera preview surface unless the application has explicitly enabled the flash by enabling the FLASH_MODE_AUTO or

FLASH_NODE_Ca attributes of Camera Parameters object Note that this constraint does not apply to the devices built-in system camera

application but only to third-party spplicstions using Camera PreviewCailback

Device implemeritetiorm MUST implement the following behaviors for the camera-related APIs

If an application has never called android.hardware.Camers.Parameters.setPreviewFormatirrt then the device MUST use

android.hardware.PixelFormat.YCbCr_420_SP for preview data provided to application csllbscka

If an application registers un sndroid.hsrdware.Csmara.PreviewCellback instance and the system calls the onPreviawFrsmej method when the

preview format is YCbCr_420_SP the data in the hyte passed into nnPreviewFrsme must further be in the NV2I encoding tormst This is the

format used natively by the 7k hardware family That ia NV2I MUST be the default

Device implementations MUST implement the full Camera API included in the Android 2.2 SDK documentation 27 regardless of whether

the device includes hardware autofocus or other capabilities For instance cameras that lack autofocus MUST still call any registered

android hardware Camera AutnFneusCailback instances even though fhia has no relevance to non-aufofnces camera

Device implementations MUST recognize and honor each parameter name defined as constant on the

android hardware Camera Parameters class if the underlying hardware supports the feature If the device hardware does not support feature

the API musf behave as documenfed Conversely Device implementsfions MUST NOT honor or recognize string consfanta passed fo the

android hardware Camera aetParameters method other than those documented as constants on the

androidhardwareCameraParameters That is device implementations MUST support all standard Camera parameters it the hardwsre allows

and MUST NOT support custom Camera parameter types

Device implementstions MAY include front-fscing camera However ifs device implementation includes front-facing camera the camers API as

implemented on the device MUST NOT use the frcnt-fscing camera by default That is the camera API in Android 2.2 is for rear-facing cameras only

and device implementations MUST NOT reuse or overload the API to act on front-facing camera if one is preaent Note that any cuatom APIs added

by device implementers to support front-facing cameras MUST sbide by sections 3.5 and 3.6 for instance if custom android hardware Camera

or Camera Parametera subclass is provided to support front-facing cameras it MUST NOT be losafed in an existing namespace as described by

sections 3.5 and 3.6 Note that the inclusion of front-facing camera does not moot the requirement that devices include rear-facing camera

8.10 Accelerometer

Device implementationa MUST include 3-axia accelerometer and MUST be able to deliver evanta at SO Hz or greater The coordinate ayatem uaed by

the accelerometer MUST comply with the Android aenaor coordinate system as detailed in the Android APIs ass

8.11 Compass

Device implementations MUST include 3-axis compass and MUST be able to deliver events IC Hz or greeter The coordinate system used by the

compass MUST comply with the Android sensor cocrdinate system as defined in the Android API see

8.12 GPS

Device implementations MUST include OPS receiver end SHOULD include sums forrm of assisted GPS technique to minimize f3PS luck-on time

8.13 Telephony

Android 2.2 MAY be used on devices that do not include telephony hardware That is Android 2.2 is compatible with devices that are not phones

However it device implementation doea include OSM or CDMA telephony it MUST implement the full support for the API for that technology Desice

implementations that do not include telephony hardware MUST implement the full APIs as no-opa

See also Section 6.6 Wireless Date Networking

8.14 Memory and Storage
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Device implementatione MUST have at leaat 92MB of memory available to the kernel and uaerspace The 92MB MUST be in adddion to any memory

dedicated to hardware components euch as radio memory aed so on that is not under the kernels control

Device implementations MUST have at least 150MB of non-vclatile storage available for user data That the Jdata partition MUST be at least

150MB

Beyond the requrements above device implementations SHOULD have at least 2BMB ot memory available to kernel and userspace in addition to

any memory dedicated to hardware components that is not under the kernels control Device implementations SHOULD have at least 1GB of

non-volatie
storage

available for user data Note that these higher requirements are planned to become hard minimums in future version ot Andrcid

Device implementations are strongly encouraged to meet these requirements now or else they may not be eligible for compatibility for future veraon

of Android

8.15 Application Shared Storage

Device implementations MUST offer shared storage for applications The shared storage provided MUST be at least 2GB in size

Device implementations MUST be configured with shared storage mounted by default out ot the box If the shared storage is not mounted on the

Linux path /adcard then the device MUST include Linux symbolic link from /adcard to the actual mount point

Device implementations MUST enforce as documented the android.permiasion.5tRITE_EXTERS1AL_STORAGE permission on this shared storage

Shared storage MUST otherwise be writable by any application that obtains that permission

Device implementations MAY have hardware for user-accessible removable storage such as Secure Digital card Alternatively device

implementations MAY allocate internal non-removable storage as shared storage for spps

Regardless of the form of shared storage used the shared storage MUST implement USB mass storage as described in Section B.6 As shipped out

of the box the shared storage MUST be mounted with the FAT fileeystem

It is illustrative to consider two cotawon examples If device implementation includes an SD card slot to satisfy the shared storage requirement

FAT-formaBed SD card 2GB in size or larger MUST be included with the device as sold to uaera and MUST be mounted by default Alternatively if

device implementation uses internal fixed storage to satisfy this requirement that storage MUST be 2GB in size or larger formatted as FAT and

mounted on /adcard or sdcsrd MUST be symbolic link to the physical locaton if it is mounted elsewhere

Device implementations that include multiple shared storage paths such as both an SD card slot and shared internal storage SHOULD modify the

core apptcationa such as the media scanner and ContentProvider to transparently support files placed in both locations

8.16 Bluetooth

Device implementations MUST include Bluetooth transceiver Device implementations MUST enable the RFCCMM-baaed Bloetooth API aa

described in the SDK documentation 30 Device implementationa SHOULD implement relevant Bluetooth profiles such as A2DP

AVRCP OBEX etc as appropriate for the device

The Compatibility Teat Suite includes cases that cover basic operation of the Androd RFCOMM Bluetooth API However since Bluetooth is

communications protocol between devices it cannot be fully tested by unit tests running on single device Consequently device implementations

MUST also pass the human-driven Bluetooth teat procedure described in Appendix

Performance Compatibility

One of the goals of the Android Compatibility Program is to enable consistent application experience to consumers Compatible implementstions must

ensure not only that applications simply run correctly on the device but that they do so with reasonable pedormance and overall good user experience

Device implementations MUST meet the key pedormance metrics of an Android 2.2 compatible devce defined the table below

Metric Performance Threshold Comments
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Application Launch Time

Simultaneous AppI cationu

The tollowing applications should launch

within the specified time

Browser ieee than l300ms

MMS/SMS lees then 700ms

AlarmClock ieee than 6SOms

When multiple opplicetiona heve been

launched re-launching an already-running

appi cation after it baa been launched nest

take lees then the original launch time

The launch time is measured as the fofel time

to complete loading the default activity for the

application including the time it takes to start

the Linux process load the Android package

into the Dalvik VM and call onCreate

10 Security Model Compatibility

Device implementetiuns MUST implement security model consistent with the Andruid platfurm security model as defined in Security end Permissione

reference cocument in the APIs the Android developer documentation Device implementations MUST support installation of

self-signed applications without requiring any additional permissions/certificates from any third psrtiea/suthorit es Specifically compatible devices

MUST support the security mechanisms described in the follow sub-sections

10.1 Permissions

Device implementations MUST support the Android permissions model as defined in the Android developer documentation

Specifically implementations MUST enforce each permission det ned as described in the SDK documentation no permissions may be omiBed altered

or ignored Implementations MAY add additional permissions provided the new permission ID strings are not the android namespsce

10.2 UID and Process Isolation

Device implementstions MUST support the Android application ssndbox model in which each application runs as unique Unix-style UID snd in

separate process Device implementations MUST
support running multiple applications as the same Linux user ID provided that the applications are

properly signed and constructed as defined in the Security and Permissions reference

10.3 Filesystem Permissions

Device implementations MUST support the Android file access perm scions model as defined in as defined in the Security and Permissions reference

10.4 Alternate Execution Environments

Device implementations MAY include runtime environments that execute applications using some other software or technology than the Dalvik dual

machine or native code However such alternate execution environments MUST NOT compromise the Android security model or the security of

installed Android applications as described in this section

Alternate rentimes MUST themselves be Android applications and abide oy the standard Android security model us described elsewhere in Section

10

Alternate runtimes MUST NOT be granted access to resources protected by permissions not requested in the rentime AndroidManifest.xml tile the

usee-perniseiosc mechanism

Alternate runtimes MUST NOT permit upplioat ons to make use ot features protected by Android permissions restricted to system applications

Alternate runtimus MUST abide by the Android sandbox model Specifically

Alternate runtimes SHOULD install appe vu thu PackugeMsnager nto separate Android ssndboxes that is Linux user IDe etc

Alternate runtimes MAY provide single Andro sanrdbus shsreo by all applicut uns using the alternate runt me

Alternate runtimes and installed applications using an alternate rontime MUST NOT reuse the sandbox of any other app installed on the device

except through thu stsndeid Android mechanisms ot shsied user ID end signing oertifioete

Is

Oracle America Google 31O-cv-03561-WHA GOOGLE-002961 73



Alternate runtimea MUST NOT launch with grant or be granted acceaa to the sandboxes correaponding to other Android applicationa

Alternate runtimea MUST NOT he launched with be granted or grant to other applicationa any privilegea of the auperuaer root or of any other user

ID

The .apk tilea of alternate runtimea MAY be included in the ayatem iwage ot device implementation but MUST be aigned with key diatinct trorn the

key uaed to aign other applicationa included with the device implementation

When inatalling applicstiona alternate runtimea MUST obtain uaer conaent for the Android permisaiona uaed by the application That ia it an

application needa to wake uae of device resource tcr which there ia correaponding Android permiaaion such aa Camera UPS etc the alternate

runtime MUST intorm the uaer that the application will be able to acceaa that reaource If the runbme environment dcea not record application

capabilities in thia manner the runtimn environment MUST hat all permiaaiona held by the runtiwe itself when metalling any application uaing that

runfime

11 Compatibility Test Suite

Device implementafiona MUST paaa the Android Compatibility Teat Suite CTS available from the Android Open Source Project using

the fnal ahipping aoftwarc on the device Additionally device implementera SHOULD use the reference implementation in the Android Open Source

tree aa much aa poaaible and MUST enaure compatibility in caaea of ambiguity in CTS and for any reimplemeotations of parts of the reference source

code

The OTS is deaigned to be run on an actual device Like any software the OTS may itaelf contain begs The OTS will be veraioned independently of

thia Compatibility Definition and multiple reviaiona of the CTS may be releaaed for Android 2.2 Device implementations MUST pass the lateat CTS

varaion available at the time the device aoftware completed

12 Updatable Software

Device implementations MUST include mechanism to replace the entirety ef the system software The mechanism need net perform live upgrades

--that is device restart MAY be required

Any method can be used provided that if can replace the entirety of the software preiostalled on the device For instaaoe any of the following

approaches will satisfy this requirement

Over-the-sir OTA downloads with offline update via reboot

Tethered updates ever USB trom host PC

Offhine updates via reboot and update from file on removable storage

The update mechanism used MUST
support updates without wiping user data Note that the upstream Android software includes an update

mechanism that satisfies this requirement

If an error is found in device implementation after it has been released but within its reasonable product lifetime that is determined in consultation aith

the Android Compatibility Team to affect the oompstibility of thid-party applications the device implemunter MUST correct the error via software

update available fhst csn be applied per
the meohsnisrn just described

13 Contact Us

You cen contact the document authors at Qjooibilfla roid.com for clarifications and to bring up any issues that you think the document does not

oover
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Appendix Bluetooth Test Procedure

The Compatibility Test Suite includes cases that cover basic operation of the Android RFCOMM Bluetooth API However since Bloetooth is

oommenicetions protocol between devices it cannot be tally tested by unit tests running on single devioe Consequently device implementations

MUST elso pass the human-driven Bluetooth test procedure described below

The test procedure is based on the BluetoothChet sample app included in the Android open-source project tree The procedure requires two devices

candidate device implementation running the software build to be tested

separate device implewentstian already known to be compatible and of model from the device implementation being tested--that is known

good device implementation

The test procedure below refers to these devices es the candidate end known good devices respectively

Setup and Installation

Build BluetoethChat.apk vie make samples from en Andraiu source code tree

Install BluetoothChat.spk on the known-good device

Instell BluetcothChat.epk on the candidate device

Test Bluetooth Control by Apps

Launch BleetouthChet on the cendidete device while Bluetouth is disebled

Verity that the candidate device either turns on Bloetooth or prompts the user with dialog tc torn on Bluetooth

Test Pairing and Communication

Launch the Bluetecth Chat app en both devices

Make the known-good device discoverable from within BluetoothChat using the Menu

On the cendidete device scan for Bleetooth devices from within BleetoothChat using the Menu end pair with the known-good device

Send 10 or wore wesseges trcm eech device end verify that the other devce receives them correctly

Close the BluetocthChat app on both devices by pressing Home

Unpeir each device from the other using the device Settings app

Test Pairing and communication in the Reverse Direction

Launch the Bluetecth Chat app en both devices

Make the candidate device discoverable from within BleetoothChat using the Menu

On the known-good device scsn for Bleetcoth devices from within BluetoothChst using the Menu and
pair

with the candidate device

Send 10 or messages tram each device end vedfy that the other device receives them correctly

Close the Bluetecfh Chat app on both devices by pressing Back repeatedly to get to the Launcher

Test Re-Launches

Re-launch the Bleetooth Chat app on both devices

Cend 10 or messages tram each device and vedfy that the other device receives them correctly

Note the above tests have some cases which end test section by using Home and some using Bsck These teats are not redundant and are not

optional the objective to verity that the Bleetooth API end stack works correctly both when Activities era explicitly terminated via the user pressng

Back which cells finish end implicitly sent to background via the user pressing Home Each test sequence MUST be performed as described
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